
資通安全政策及管理架構 

一、資通安全政策 

 

為建立安全及可信賴之資訊化作業環境，確保公司資訊系統、設備及所屬

之資訊機密性、完整性及可用性，並符合法規規定，使其免於遭受內、外

部之威脅。 

 

二、資通安全風險管理架構 

 

由資訊單位負責統籌資通安全相關事宜，定期檢討資通安全政策，稽核室

依內部控制制度進行內部稽核，並將稽核報告送獨立董事審閱，於董事會

報告稽核業務。 

 

三、資通安全執行情形 

 

(一) 管理作業 

項目 114年執行情形 

教育訓練 資安意識宣導與資訊保密 

查核作業 資通系統盤點及風險評估 

設備更新 防火牆韌體更新、windows update 

資安演練 檔案伺服器資料還原 

 

(二)管理指標 

資通指標 資通客訴事件 外部破壞、竊取

資料或病毒威脅

事件 

資訊系統異常影

響公司營運事件 

114年統計(件) 0 0 0 

 


